### Principals

* Principals are entities that can request access to SQL Server resources. Resources can be anything within SQL Server – Server, Database, Tables, Stored Procedures etc…
* Every Principal has a Security Identifier (SID)
* Windows-level principals - Windows Domain Login, Windows Local Login
* SQL Server-level principals - SQL Server Login, Server Role
* Database-level principals - Database User, Database Role, Application Role
* Principals can be of two types…
  + **Indivisible** – e.g. Windows Local Login, SQL Server Login
  + **Collection** – e.g. Windows Domain Login, Database Role etc
* *sa* login is the only default server level principal that is created as a part of *sysadmin* fixed server role when an instance is created
* *sa* cannot be locked or deleted but can be disabled

### Securables

* **Securables** are the resources to which the SQL Server Database Engine Authorization System works
* Securables can be contained within other securables, creating nested hierarchies called **scopes**
* Securable Scopes are…
  + Server
    - Endpoint
    - Login
    - Database
  + Database
    - User
    - Role
    - Application role
    - Assembly
    - Message Type
    - Route
    - Service
    - Remote Service Binding
    - Fulltext Catalog
    - Certificate
    - Asymmetric Key
    - Symmetric Key
    - Contract
    - Schema
  + Schema
    - Type
    - XML Schema Collection
    - Objects
      * Aggregate
      * Function
      * Procedure
      * Queue
      * Synonym
      * Table
      * View

### Schema

* Schema is a container that holds the securables created within the database
* Each securable must be contained in a schema
* Schemas created by one, can be owned by any principal. When Schema is owned by a database role, the database objects within the schema can be administered by all the database role members
* Default schema can be chosen when an user is created. All objects created by that user will be contained in that schema.
* If no default schema is specified, dbo will be the default schema for the user and the objects created by him unless overridden
* For SQL Server 2000 and before versions, no separate schemas existed. By default, database users were the schemas. From SQL Server 2005, schemas and database users were separated. This feature is called the **user-schema separation**
* Benefits of **user-schema separation**…
  + Simple to drop database users without any Object dependency errors
  + You don’t need to rename objects after dropping a database user
  + Multiple users can own/share a single schema (via roles or windows domain groups)
  + Move objects between schemas

### Permissions

* A principal can be granted, revoked or denied permission
* Granting permissions at…
  + database level enables access to any schema within that database
  + schema level enables access to any securable within that schema
* Granting permission examples…

GRANT SELECT ON [dbo].[table1] TO [domain\user1]

REVOKE SELECT ON [dbo].[table1] TO [domain\user1]

DENY SELECT ON [dbo].[table1] TO [domain\user1]

GRANT UPDATE ON [dbo].[table1] ([Col1]) TO [domain\user1] AS [dbo]

GRANT SELECT ON [dbo].[table1] TO [domain\user1] WITH GRANT OPTION

* Set of Permissions that can be granted/revoked/denied…
  + SELECT – View the data of the securable
  + INSERT – Insert data into a securable
  + UPDATE – Update data inside a securable
  + DELETE – Delete data from a securable
  + CREATE – Create securables within the scope where permission is granted
  + ALTER – Alter properties of the securables defined within the scope where permission is granted
  + ALTER ANY – Enables a principal to change any securable within a specific securable scope. E.g. ALTER ANY LOGIN permission allows the principal to create, alter, drop any login at the server securable scope
  + REFERENCES – With this permission, you can reference a securable from another securable
  + CONTROL – With this permission on a securable, users have all access on that securable including the securables within that securable
  + EXECUTE – Permission to run a securable (SP, synonym, functions etc…)
  + VIEW DEFINITION – View the structure of a securable. E.g. viewing the definition of a table lists all the columns, indexes, keys, constraints etc…
  + TAKE OWNERSHIP
  + VIEW CHANGE TRACKING – When database option “CHANGE\_TRACKING” is turned on, securables that are modified are tracking. With this permission, you can track/view those changes
  + IMPERSONATE – With this permission, users can enable a principal to impersonate a user or login securable

## Fixed Roles

* Fixed Server and Database roles enables users to manage permissions at server and database level respectively
* Adding a SQL Server login or a windows group to a fixed server role grants them permission at the server scope
* Logins that are added to the fixed server role can add other logins
* Server Fixed Roles
  + sysadmin
    - Members of this role can perform any task within SQL Server
    - Contains the Windows Built-in administrator account by default
    - Predefined Permission for this role – CONTROL SERVER
  + securityadmin
    - Members of this role can create and manage logins for SQL Server i.e. GRANT, DENY, REVOKE permissions on server level and database level
    - No members by default are added
    - Predefined Permission for this role – ALTER ANY LOGIN
  + serveradmin
    - Members of this role can change server configuration and shut down the server
    - No members by default are added
    - Predefined Permission for this role – ALTER ANY ENDPOINT, ALTER RESOURCES, ALTER SERVER STATE, ALTER SETTINGS, SHUTDOWN, VIEW SERVER STATE
  + processadmin
    - Members of this role can end processes that are running in a SQL Server instance
    - Predefined Permission for this role – ALTER ANY CONNECTION, ALTER ANY STATE
  + setupadmin
    - Members of this role can add/remove linked servers in an instance
    - Predefined Permission for this role – ALTER ANY LINKED SERVER
  + bulkadmin
    - Members of this role can run BULK INSERT statements
    - Predefined Permission for this role – ADMINISTER BULK OPERATIONS
  + diskadmin
    - Members of this role can manage disk files i.e. add/remove backup devices
  + dbcreator
    - Members of this role can CREATE, ALTER, DROP AND RESTORE any database within SQL Server instance
  + public
    - Members of this role can access all the securables that are not granted or denied permissions specifically
    - Every SQL Server login is a part of public role
* Database Fixed Roles
  + db\_owner
    - Can perform any task on the database including DROP DATABASE.
    - Drop database permission is provided to db\_owner since SQL Server 2005
    - To impersonate this role, GRANT the CONTROL Permission at database level
  + db\_securityadmin
    - Enables the members of the database to manage database roles and permissions at the database level
    - Managing includes – GRANT, REVOKE, DENY
    - To impersonate this role, GRANT the following permissions…
      * ALTER ANY APPLICATION ROLE
      * ALTER ANY ROLE
      * CREATE SCHEMA
      * VIEW DEFINITION
  + Both the above roles have VIEW ANY DATABASE permissions at server level.
  + With this permission, they can view any database but can perform respective tasks for the databases for which they are assigned to
  + db\_reader
    - Members of this role can VIEW any data from tables within database
    - To impersonate this role, GRANT SELECT permission
  + db\_datawriter
    - Members of this role can modify data in any tables including DELETE within a database
    - To impersonate this role, GRANT DELETE, INSERT AND UPDATE permissions
  + db\_ddladmin
    - Members of this role can run DDL statements
    - To impersonate this role, GRANT ALTER, CREATE and DROP within the database
  + db\_denydatareader
    - Members of this role **cannot** view any data in the user tables within database
    - To impersonate this role, DENY SELECT permissions
  + db\_denydatawriter
    - Members of this role **cannot** change any data in the user tables within the database
    - To impersonate this role, DENY DELETE, INSERT and UPDATE permissions
  + db\_backupoperator
    - Members of this role can BACKUP the database
    - To impersonate this role, GRANT the following permissions
      * BACKUP DATABASE
      * BACKUP LOG
      * CHECKPOINT
  + db\_accessadmin
    - Members of this role can manage the access to the database
    - db\_accessadmin permission enables to GRANT or REVOKE CONNECT permission to SQL Server logins, Windows accounts/groups
    - To impersonate this role, GRANT the following permissions…
      * CONNECT
      * ALTER ANY USER
      * CREATE SCHEMA
  + Public
    - All database users are by default added to this role
    - Public role members have SELECT permissions on sys schema

## Authentication

* SQL Server 2008 supports two types of authentication mode
  + Windows Authentication
    - When this mode is selected, users are authenticated using their local or domain windows user accounts
    - Users no need to provide username or password
    - SQL Server authenticates users with the windows token which is already confirmed by the operating system. This is called Trusted connection
    - Windows authentication is the most secure mode for the following reasons…
      * Uses Kerberos security protocol
      * Passwords are governed by local/domain password policies
      * User accounts and passwords are stored and transmitted securely
      * Password Expiration and Account Lockout features can be used against Windows authenticated users
  + Mixed mode Authentication
    - Both Windows and SQL Server authentications are used
    - For SQL Server login, user needs to provide username and password
    - SQL Logins when enabled with “Password expiration policy”, SQL Server uses the password policy that is configured in windows and ensure all SQL logins adhere to this
* While creating passwords with symbols, ensure you enclose the with []

## Logins

While creating the login, these are the settings you would configure…

* Mapped to Certificate – When Logins are mapped to a certificate, the data is encrypted or signed with a digital signature
* Mapped to asymmetric key – same as certificate. Instead you have a key
* Map to Credential – Mapping to login credentials that is used outside SQL Server
* Default Database & Default Language
* Note: Any login accounts that you create from a certificate or asymmetric key cannot connect to SQL Server. They can only be used for signing

## Schema

* Schema adds additional security to the database objects by grouping them
* A user can own multiple schemas. User owning the schema will have all permissions on the schema
* Default schema for the user is used when they are creating or accessing objects
* When an user is assigned a schema, all objects created by the user in that database comes under that schema
* Each fixed role has a schema with its name and that role is the owner for that schema.
* Additionally those fixed roles has the default schemas – DBO, guest, INFORMATION\_SCHEMA, sys
* Information schema
  + Stores the informational schema views for the database
  + These views contain the metadata for all the objects in the database
  + Schema owned by database user – INFORMATION\_SCHEMA
* Sys schema
  + Stores the sys informational views, system stored procedures, system views and system functions
  + Owned by user – sys

## Data Encryption

* SQL Server 2008 can use encryption to store data or transmit data over network
* Users can encrypt data stored in a table as long as they have permissions and the key to encrypt
* Encryption process uses keys to encrypt data. SQL Server 2008 uses the below keys…
  + Master keys
    - Service Master Key at server level
      * Created when SQL Server is installed. This can neither be created nor deleted
      * Encrypted by the Windows Data Protection Application Programming Interface (DPAPI) on the local machine when created
      * Encrypted using the SQL Server Service Account Credentials. So only this account can decrypt the key
    - Database Master Key at database level
      * This key is used under Service Master Key and is automatically created and encrypted by the service master key
      * This key is not created when a database is created. So, users have to create explicitly
      * Ensures that all keys inside a database is encrypted using a single database master key
      * This key is encrypted using DES and a password
      * Example…

USE <dbname>

CREATE MASTER KEY ENCRYPTION BY PASSWORD = ‘p@$$w0rd’

* + Certificates
    - Certificates are the convenient way of transferring public keys from one server to another
    - Certificates (also called as digitally-signed security objects) associate public key to private key held by the principal
    - Associating a key to a certificate can be performed
      * using the FROM *existing\_key* option (see CREATE CERTIFICATE syntax for more details)
      * using a new key that is generated using the generate\_new\_keys option
    - Certificates are used for encrypting other keys in the database
    - Certificates are signed by Verisign or Microsoft Certifying Authority
    - Certificates can be generated in either of these ways…
      * Created by SQL Server 2008
      * Generated from an external file
      * Created by user using the CREATE CERTIFICATE option
      * Copy a certificate that is owned by another user (using AUTHORIZATION keyword)
    - Syntax

CREATE CERTIFICATE certificate\_name

[AUTHORIZATION user\_name] {FROM existing\_keys | generate\_new\_keys}

[ACTIVE FOR BEGIN\_DIALOG = {ON | OFF}]

existing\_keys ::= ASSEMBLY assembly\_name | {[EXECUTABLE] FILE = ‘path\_to\_file’ [WITH PRIVATE KEY (private\_key\_options)] }

private\_key\_options ::= FILE = ‘path\_to\_private\_key’ [,DECRYPTION BY PASSWORD = ‘password’] [,ENCRYPTION BY PASSWORD = ‘password’]

<generate\_new\_keys> ::= [ENCRYPTION BY PASSWORD = ‘password’] WITH SUBJECT = ‘certificate\_by\_subject\_name’ [START\_DATE = ‘mm/dd/yyyy’ | EXPIRY\_DATE = ‘mm/dd/yyyy’]

![Description: cid:image001.png@01CDBD04.AC155350](data:image/png;base64,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)

* Ways of implementing encryption
  + **Symmetric Key Encryption**
    - Encryption and Decryption is carried out using the same key.
    - Since the sender and receiver should have the same key, the key should be transmitted over the network
    - Symmetric keys are preferred over asymmetric for protecting data directly i.e. when data need not be transmitted over the network
    - They can protect large amount of data and is the faster way of encrypting and decrypting data
    - To View the data in the column, open the symmetric key and then select data from table using the DECRYPTBYKEY keyword

USE <dbname>

OPEN SYMMETRIC KEY sym\_name DECRYPT BY CERTIFICATE certificate\_name

SELECT EMPID, firstname, lastname, CONVERT(varchar, DECRYPTBYKEY (employeessn) FROM tablename

CLOSE ALL SYMMETRIC KEYS

* + - Syntax…

CREATE SYMMETRIC KEY symm\_key\_name

[AUTHORIZATION owner\_name]

[FROM PROVIDER provide\_name]

WITH <key\_options> [,…n] | ENCRYPTION BY encryption\_mechanism [,…n]

* + - To create a symmetric key, there must be a database master key. To check whether a database master key exists run the query

USE <dbname>

SELECT \* FROM sys.symmetric\_keys WHERE name LIKE ‘%DatabaseMasterKey%’

* + **Asymmetric Key Encryption**
    - One Public Key and one private key
    - Public keys can be used by any user of the database
    - Private keys can be used by the owner of the key or permissions to use the key
    - If One key is used to encrypt data, the other key is used to decrypt the data and vice versa
    - Asymmetric keys are more secure than symmetric but can be CPU intensive
    - They can be used encrypt symmetric keys within a database and can be used instead of Certificates
    - Syntax…

CREATE ASYMMETRIC KEY asym\_key\_name

[AUTHORIZATION database\_principal\_name] {FROM Asysm\_key\_source | WITH ALGORITHM = {RSA\_512 | RSA\_1024 | RSA\_2048}}

[ENCRYPTION BY PASSWORD = ‘password’]

* + **Digital Certificates**
    - A form of Asymmetric key encryption, digital certificate is the digital representation of information
    - Digital Certificates contain the following…
      * Certification authority Signature
      * Information about its subscribers
      * User’s Public key
      * Operational period of the certificate
  + **Transparent Data Encryption**
    - Uses a symmetric key called the Database Encryption Key (DEK) to encrypt an entire database
    - DEK is stored beneath master key or as an asymmetric key in an Extensible Key Management (EKM) module
* SQL Server supports the following algorithm for encryption…

1. 128-bit Advanced Encryption Standard (AES)
2. 192-bit AES
3. 256-bit AES
4. Data Encryption Standard (DES)
5. Triple DES
6. Triple\_DES\_3KEY
7. Rivest’s Cipher (RC) 2
8. RC4
9. 128-bit RC4

* The AES Algorithm is not supported in Windows XP and Windows Server 2000
* Guidelines for choosing the appropriate algorithm
  + Cipher Strength – A block cipher using a long encryption key is much stronger than a stream cipher
  + Compression – Encrypted data cannot be compressed. So compress before encrypting
  + Encrypting Twice – Encrypting first with a symmetric key and second time with an asymmetric key adds more security to the data
  + CPU Usage – Stronger encryption used more CPU. So choose accordingly
  + Key and password length – Longer ones are more secure.
* **Transparent Data Encryption**
* TDE encrypts the entire database including data and log files and the backups
* The database is encrypted using an encryption key (Database Encryption Key) that is stored in the database boot record on disk
* DEK is encrypted by database master key and is stored in master database
* Even if the databases are stolen, the data cannot be read without the DEK
* TDE encrypts the database at page level before data is written to disk and decrypts the data when the pages are read into memory for use
* TDE does not increase the size of the database
* Considerations for TDE…
  + For database mirroring/log shipping all involved databases are encrypted
  + If any file groups are configured read-only, the encryption process fails
  + Data compression works efficiently when combined with TDE
  + FILESTREAM data is not encrypted
  + If any user database is encrypted, tempdb is automatically encrypted
* To enable TDE…
  + Create Master key in the master database

USE master

CREATE MASTER KEY ENCRYPTION BY PASSWORD = ‘password’

* + Create/Obtain a certificate that is encrypted by master key

USE master

CREATE CERTIFICATE CertName WITH SUBJECT = ‘Certification for TDE’

* + Create Database Encryption key

USE <dbname>

CREATE DATABASE ENCRYPTION KEY WITH ALGORITHM = AES\_128 ENCRYPTION BY SERVER CERTIFICATE CertName

* + Backup the certificate and private key to recover the database in case key is lost. The certificate is backed up to

USE master

BACKUP CERTIFICATE CertName TO FILE = ‘FileLocation1’ WITH PRIVATE KEY (FILE = ‘FileLocation2’, ENCRYPTION BY PASSWORD = ‘password’)

* + Enable the Encryption on the database

USE <dbname>

ALTER DATABASE <dbname> SET ENCRYPTION ON

## Impersonation

* Impersonation simplifies the permissions that need to be granted in the database and ensures that the end user does not have direct access to the database and its objects.
* Three ways of implementing impersonation
  + Module Signing
    - A Module refers to Stored Procedures, Functions, Triggers (excluding DDL Triggers), Assemblies
    - Module signing does not change the execution context as like ‘EXECUTE AS’ statement
    - To impersonate using module signing…
      * Create a Certificate on server
      * Create a login based on the certificate. The login does not need CONNECT permission, so revoke connect permission and grant required permission (for e.g. execute permission to a SP)
      * Now Sign the SP with the certificate using the ADD SIGNATURE statement
  + Execution Context
    - Execution context uses security tokens (combination of login and user token) to connect using a different user context
    - Performed by EXECUTE AS statements
    - EXECUTE AS supports these contexts…
      * EXECUTE AS CALLER – The module executes in the context of the user who calls the object
      * EXECUTE AS SELF - The module executes in the context of the user who created the SP/Function/Trigger
      * EXECUTE AS OWNER – The module executes in the context of the module owner. This can’t be used when calling DDL Triggers or the module owner is a group/role
      * EXECUTE AS login\_name or user\_name – This can be used only with DDL Triggers at server level
  + Ownership Chaining
    - You can create trust between databases, by granting the authenticator “AUTHENTICATE“ permission
    - Setting AUTHENTICATE permission needs TRUSTWORTHY database option to be ON which results in ownership chains

USE db1

GRANT AUTHENTICATE TO user\_on\_db2

ALTER DATABASE db2 SET TRUSTWORTHY ON

* + - Apart from creating trust between entire databases, you can set trust for specific set of modules to access another database using certificates and asymmetric keys without setting TRUSTWORTHY option to ON
    - The certificates and asymmetric keys are used as authenticators rather than database owner by a method called signing

## Auditing

* Auditing data access can be done at server level, database level or individual object level
* Each time an auditable action is met, an audit event will occur
* Different methods for auditing…
  + DDL Triggers
    - Affects all databases in the instance as it is scoped at server level
    - However, when DDL triggers are scoped to the database level, to monitor changes to a particular database
    - EVENTDATA function captures detailed information about the event
  + Logon Triggers
    - Logon triggers respond to a logon event. A logon event occurs when a user session is initiated within an instance of SQL server. If user authentication fails, Logon triggers will not fire
    - Logon triggers are used to audit and control server sessions
    - Using login triggers, you can restrict the number of sessions for particular login, track login activity etc
    - Many triggers can be fired for a single event and the order of the triggers is determined by sp\_settriggerorder statement
  + Event Notifications
    - Captures T-SQL DDL statements as well as SQL Trace events to a service broker service
    - They run outside the scope of a transaction so they can be run from a remote server. Also they are not coupled with the event that triggered them
    - When an event notification is created, a dialogue is created between SQL Server, target server and any number of service brokers
    - Event information is delivered to the service broker as variable of type XML
    - To create an event notification, create the target service that will receive the event notifications. For creating the target service,
      * + Create a queue to receive the event notification messages

CREATE QUEUE queue\_name

WITH STATUS = ON | OFF

,RETENTION = ON | OFF

,ACTIVATION ( STATUS = ON | OFF

,PROCEDURE\_NAME = <procedure\_name>

,MAX\_QUEUE\_READERS = maxreaders

,EXECUTE AS {SELF | 'user\_name' | OWNER}

)

ON filegroup | [DEFAULT]

* + - * + Create a service and attach it to the message queue that references the event notification contract

CREATE SERVICE service\_name [AUTHORIZATION owner\_name]

ON QUEUE [schema\_name.]queue\_name (contract\_name | | DEFAULT)

* + - * + Create a route on that service to specify the address to which the service broker sends messages

CREATE ROUTE route\_name AUTHORIZATION owner\_name

WITH SERVICE\_NAME = 'service\_name'

,BROKER\_INSTANCE = 'broker\_instance\_identifier'

,LIFETIME = 'route\_lifetime'

,ADDRESS = 'next\_hop\_address'

,MIRROR\_ADDRESS = 'next\_hop\_mirror\_address'

* + C2 Auditing
    - Auditing at server level
    - C2 tracks Successful and failed login & Track security violations
    - The data from C2 audit are saved into a file and once this file reaches 200 MB, a new file is generated and forthcoming records are written to the new one
  + Common Criteria Auditing
    - Common Criteria is a guide for the development, evaluation and procurement of IT products with security functionality
    - To enable CC compliance, use sp\_configure
    - Advantages of enabling the CC Compliance…
      * Ability for a table-level DENY to assume priority over a column-level GRANT
      * Capacity to view login statistics
      * Use of Residual Information Protection